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Objectives

• Define:
– Emergency Preparedness (EP)
– Incident Management (IM)
– National Incident Management System (NIMS)
– Incident Command System (ICS)
– Unified Command
– Hospital Incident Command System (HICS)

Presenter
Presentation Notes
STUDENTS SHOULD HAVE ALREADY TAKEN AT LEAST ICS 100 (not a pre-req but based on their background and attendance, this should be pretty basic)And, after the basic course, they will be required to take ICS 200 and NIMS 700 and 800.As you would expect, all the objectives in this lesson are related to each other. What may not be immediately clear is how they all relate to each other, so let’s attempt a brief explanation.Incident Management describes some of the basic goals of the other entities– it is a process, describing an action– getting a handle on an unexpected situation.ICS is a standardized organizational response system that your facility can use to manage an incident. It is designed to expand and contract to meet the needs of the moment. Starting with the incident commander, ICS allows roles to be added, as needed, to handle necessary management, operational, and command functions.NIMS facilitates a nationwide standardization for incident management.In the hospital setting, HICS (the Hospital Incident Command System) allows for management of medical operations needed to carry out the tactical plan in an event. It uses the ICS structure to ensure business continuity, safety and protection of your facility and personnel, infrastructure operations, and patient decontamination. We will look at ICS and HICS to see how they are alike and different.



Objectives

 Identify the command and general staff functions within ICS
 Recognize the purpose of each command staff role within ICS
 Identify the role of NIMS
 Identify the NIMS implementation activities for hospitals
 Discuss components of HICS
 Recognize the requirements of the CMS Final Rule



Emergency Preparedness

• Preparedness is defined by DHS/FEMA as "a 
continuous cycle of planning, organizing, 
training, equipping, exercising, evaluating, and 
taking corrective action in an effort to ensure 
effective coordination during incident 
response."



Emergency Preparedness



Emergency Preparedness

• Hazard Vulnerability Analysis
• Emergency Operations Plan
• Training
• Testing



Emergency Preparedness

• JC Six Critical Areas 
– Communication
– Resources and Assets
– Safety and Security
– Staff Responsibilities
– Utilities Management
– Patient Clinical and Support Activities



Emergency Preparedness



Emergency Preparedness

• Incident Action Plan
• Objectives, Strategies, Tactics

• Identify & Mobilize Resources



Emergency Preparedness



Emergency Preparedness

• Return to Normal
• “New Normal”



Emergency Preparedness



Emergency Preparedness

• Ensuring Infrastructure Capability
• Power, Heat/Cooling, Med Gasses, Internet, Phones

• Maintaining Availability of Critical Resources
• Staff, Equipment, Supplies, Space

• Ensuring Critical Process are maintained
• Patient Care, Patient Tracking, Documentation



Emergency Preparedness

Questions?

Presenter
Presentation Notes
Instructor should make sure that the group has a thorough understanding of the slides just discussed before moving on.



Incident Management



Incident Management

• A term describing how an agency, institution, 
facility, or organization manages resources 
and personnel, in an attempt to gain, obtain, 
or retain control over a situation or incident, 
whether emergent or disastrous

Presenter
Presentation Notes
This is an example of a definition for incident management.It is culled from the rest of this course and does not have a source in the literature.



Factors Influencing Incident 
Dynamics

• Constant situational 
changes

• Information management 
challenges

• Difficulty seeing the big-
picture

• Critical time considerations

These types of situations can be:

• Complex
• Confusing
• Dynamic
• Unpredictable
• Overwhelming
• Dangerous

Presenter
Presentation Notes
This slide is meant to assist the instructor in explaining why incidents can be challenging to manage and why ICS, NIMS and HICS were developed. He or she should ask the students for other things that create challenges and allow for discussion.  This will foster the necessary “buy-in” of ICS, NIMS and HICS.  It is essential that the CHEC recognize the value of these systems, learn them in detail, and then teach them to hospital staff, and enforce their utilization. “Information management challenges” may mean there is limited information available, or there is difficulty gathering, receiving, or transmitting information.Difficulty seeing the big picture can come about because of limited situational awareness and because of “tunnel vision” or a simple lack of communication with the outside community either due to the disaster or due to a lack of looking for it because of intense focus on the problem directly in front of the responders.



Incident Management

• Consequences of failure to manage:
– Injuries or death
– Compromised property or infrastructure
– Environmental damage or contamination
– Poor public image of facility, agency, institution, or 

organization

Presenter
Presentation Notes
Instructor should emphasize that these things may occur even with the best incident management…but, that good incident management may prevent some of these things, or mitigate the severity.Re: the last bullet, the instructor may want to point to examples of good management and bad…Good: Virginia Tech…public image of how this was handled is fairly good, as SWAT was on scene within minutes and the gunman was neutralized, albeit by his own hand, extremely quickly, which saved hundreds of lives in that building.  The gunmen had enough ammo to kill everyone on the second and third floors of the structure.  So, even though there was massive loss of life, it could’ve been much worse, and it’s thanks to the chief of police, who managed the incident well.BAD: Louisiana government and Fema re: Hurricane Katrina…Gov Blanceaux and Mayor Nagin, along with Mr. Brown from FEMA are seen as botching the management of Katrina, leading to loss of life and property.  Obviously, the hurricane is what did the damage, but because of delays and lack of enforcement of evacuation orders, and lack of help to do so, the government is seen as the cause of all of the ills.  



Incident Management
Effective incident management requires:
 Planning and exercising prior to an incident
 Accurate assessment of the incident
 Establishment of realistic objectives
 Setting of priorities
 Management and assignment of resources
 Working with outside agencies/ organizations
 Frequent reassessment
 Recovery in a timely manner

Presenter
Presentation Notes
To control an incident:Pre-incident planning	Planning before an incident occurs includes:		Identification of resources		Identification of the staff and facility’s limitations and strengthsPrior training and exercisesAnticipation of various outcomesEffective and efficient communicationInter-organizational cooperationInter-organizational cooperation includesOrganization, partners, and communityThis slide is meant to reinforce that in order to manage and incident well, a great deal of work must be done before that incident ever occurs.  It is only with careful planning, practice and cooperation that things will go smoothly when the unexpected happens.Additionally, during an incident, it is imperative to avoid tunnel vision and it is important to continually reassess the situation and state realistic goals.



Incident Management

Priorities:
 Preservation of safety, health, and life
 Property and infrastructure protection
 Mitigation of harm, destruction and long-term  

effects on the community

Presenter
Presentation Notes
This slide is meant to help the instructor discuss the main things that emergency planning and management seek to achieve.At the outset of the disaster, the goal is to keep people alive and well, and to keep their property intact. It is also essential that community infrastructure be kept intact as well, or all else will fail (need roads, electricity, hospitals, etc, in order to stay safe and well and to allow property to remain intact (fire trucks need roads to get to houses to put fires out, for ex).Additionally, incident management seeks to make sure that things get back to normal as soon as possible and that the long term effects of the incident will be as minimal as possible.These things correlate to the response and recovery phases.Returning to normal function (Recovery)Incident control (Response)IdentificationContainmentStabilization Effective incident control and response means identification, containment, and stabilization of the situation. Property and infrastructure-related priorities involve attention to facilities and major resources, environmental protection, and even evidence preservation. Another way of looking at Recovery, or returning to normal function, is to think of this as “business continuity.”



Incident Management
 Many incidents will be so large or complex as to require multi-

organizational responses
 All partners share a common goal, yet retain their unique 

responsibilities

 Fire/EMS
 Law Enforcement
 Public Health and 

Medical
 Community 

stakeholders

Presenter
Presentation Notes
This provides examples of external partners that the HEC will need to work with routinely.Every partner will bring unique strengths/weaknesses/skills/expertise to the table.  Incident management and coordination involves knitting them all together  in the best possible way to defeat the incident and mitigate its destruction.



Incident Management

• Keys to incident management are:
– Standardization
– Communication

• Effective and Efficient

– Flexibility 

Presenter
Presentation Notes
How would you characterize incident management? How would you approach incident management? The key to incident management is:Standardizing incident managementAll levels, institutions, agencies and organizationsCommunicating effectively and efficientlyInternally and externallyBeing able to improviseFlexibility provides controlImprovisation provides solutions to unforeseen challenges      However, flexibility must fit into the incident management structure in that communications remain 	standardized and actions do not become confusing or dangerous to partners in the response.



Incident Management

Questions?

Presenter
Presentation Notes
Instructor should make sure that the group has a thorough understanding of the slides just discussed before moving on.He or she should also use this pause to explain how incident management systems have been developed to help with standardization and to improve communications.



Incident Command System (ICS)



ICS is a standardized organizational response 
system designed to expand and contract 
operationally in order to meet the needs of a 
given incident

ICS uses management and business principles 
to facilitate effective and efficient incident 
management

Incident Command System 
(ICS)

Presenter
Presentation Notes
ICS is the advancement of IM as well as the systematic use of it. Brining it to a predictable point to enable those within an organization or response to understand the system in which they work. 



History of ICS

• Late 1960s and early 1970s - Southern California 
Wildfires
– Challenges with response due to a lack of:

• Span of control - overloaded Incident Commanders
• Accountability
• Effective communication
• Systemic planning
• Integrated interagency cooperation 

Presenter
Presentation Notes
Note that this was the first to be developed of the systems discussed in this chapter.Make note that “incident commander” is an ICS termAttached is a through history and description of the ICS from Wikipedia.  It is provided for instructors who may need a refresher:Incident Command SystemFrom Wikipedia, the free encyclopedia(Redirected from Unity of command)Jump to: navigation, searchPart of a series on�Wildland�Firefighting Main articles Wildfire  · Bushfire�Wildland fire suppression�Agencies National Interagency Fire Center�USFS  · BLM�CALFIRE  · CALFIRE Aviation�Tactics & Equipment Incident Command System�Hotshots�Controlled burn�Firebreak  · Fire trail�Fire lookout tower�Fire retardant  · MAFFS�Bambi bucket  · DriptorchAerial firefighting Aerial firefighting�Helitack  · SmokejumperListsList of wildfires�Glossary of wildland fire terms�This box: view • talk • editThe Incident Command System (ICS) is a standardized, on-scene, all-hazard incident management concept. It is a management protocol originally designed for emergency management agencies and later federalized. ICS is based upon a flexible, scalable response organization providing a common framework within which people can work together effectively. These people may be drawn from multiple agencies that do not routinely work together, and ICS is designed to give standard response and operation procedures to reduce the problems and potential for miscommunication on such incidents. ICS has been summarized as a "first-on-scene" structure, where the first responder on a scene has charge of the scene until the incident is resolved or the initial responder transitions incident command to an arriving, more-qualified individual.Contents[hide] Overview  History  Basis  Foundations  Coordination  Composition  Design  See also  References  External links [edit] OverviewICS consists of procedures for the management of the overall incident(s) and the mechanism of controlling personnel, facilities, equipment, and communications. It is a system designed to be used or applied from the time an incident occurs until the requirement for management and operations no longer exist. ICS is interdisciplinary and organizationally flexible to meet the following management challenges:Meet the needs of incidents of any kind or size (expands or contracts) Allow personnel from a variety of agencies to meld rapidly into a common management structure with common terminology Provide logistical and administrative support to operational staff. Be cost effective by avoiding duplication of efforts. ICS consists of procedures for controlling personnel, facilities, equipment, and communications. It is a system designed to be used or applied from the time an incident occurs until the requirement for management and operations no longer exist.�[edit] HistoryICS was originally developed in the 1970s during massive wildfire-fighting efforts in California and following a series of catastrophic fires in California's urban interface. Property damage ran into the millions, and many people died or were injured. Studies determined that response problems often related to communication and management deficiencies rather than lack of resources or failure of tactics.Weaknesses in incident management were often due to:Lack of accountability, including unclear chains of command and supervision. Poor communication due to both inefficient uses of available communications systems and conflicting codes and terminology. Lack of an orderly, systematic planning process. No predefined methods to integrate inter-agency requirements into the management structure and planning process effectively. Emergency managers determined that the existing management structures — frequently unique to each agency — did not scale to dealing with massive mutual aid responses involving dozens of distinct agencies and when these various agencies worked together their specific training and procedures clashed. As a result, a new command and control paradigm was collaboratively developed to provide a consistent, integrated framework for the management of all incidents from small incidents to large, multi-agency emergencies.In the United States, ICS has been tested by more than 30 years of emergency and non-emergency applications. All levels of government are required to maintain differing levels of ICS training and private sector organizations regularly use ICS for management of events. ICS is widespread in from law enforcement to every-day business, as the basic goals of clear communication, accountability, and the efficient use of resources is common to emergency management as well as daily operations. ICS is mandated by law for all Hazardous Materials responses nationally and for many other emergency operations in most states. In practice, virtually all EMS and disaster response agencies utilize ICS, in part after the United States Department of Homeland Security mandated the use of ICS for emergency services throughout the United States as a condition for federal preparedness funding. As part of FEMA's National Response Plan (NRP), the system was expanded and integrated into the National Incident Management System (NIMS).ICS is widely used in the United Kingdom and the United Nations recommended the use of ICS as an international standard. New Zealand has implemented a similar system, known as the Coordinated Incident Management System, Australia has the Australasian Inter-Service Incident Management System and British Columbia, Canada, has BCERMS developed by the Provincial Emergency Program.�[edit] Basis[edit] IncidentsIncidents are defined within ICS as unplanned situations necessitating a response. Examples of incidents may include:Any emergency medical situation (ambulance service) A Hazardous Materials spill Terrorist attacks Natural disasters such as wildfires, flooding, earthquake or tornado Man-made disasters such as vehicle crashes, industrial accidents, train derailments, or structural fires Search and Rescue operations [edit] EventsEvents are defined within ICS as planned situations. Incident command is increasingly applied to events both in emergency management and non-emergency management settings. Examples of incidents may include:Concerts Parades and other ceremonies Fairs and other gatherings Training exercises �[edit] FoundationsICS is founded upon a number of key concepts, including:[edit] Unity of CommandUnity of Command means that each individual participating in the operation reports to only one supervisor. This eliminates the potential for individuals to receive conflicting orders from a variety of supervisors, thus increasing accountability, preventing freelancing, improving the flow of information, helping with the coordination of operational efforts, and enhancing operational safety.[edit] Clear Text (Common Terminology)Clear Text (Common terminology) describes the format and phrasing of all incident communications. As an emergency response organization is often made of individuals who normally do not work together as a team, when they come together the use of common terminology is viewed as an essential element in team building and communications, both internally and with other organizations responding to the incident. The Incident Command System promotes the use of common terminology, and has an associated glossary of terms that help bring consistency to position titles, the description of resources and how they can be organized, the type and names of incident facilities, and a host of other subjects. The most apparent implementation of this concept is in radio communication; 10-codes (e.g. "10-4" to mean "I understand"), acronyms, and potentially arcane abbreviations are not to be used on the radio. Radio prowords (e.g. "Wilco" to mean "I understand and will comply") are generally accepted due to their universality.[edit] Management by ObjectiveManagement by Objective is the heart of management planning. In principle, all actions at an incident should be directed toward satisfying a major goal of the incident. The Incident Commander and Planning Section are responsible for the development of strategic objectives that clearly define what the incident team is working to achieve during operations. Based upon the information presented at the initial incident planning meeting and the analysis of incident potential and impacts, the Incident Commander and Section Chiefs should have a clear understanding of the major goals that need to be completed. Objectives are usually written, and any event with a written Incident Action Plan must have the objectives included in that written plan.[edit] Flexible/Modular OrganizationFlexible/Modular Organization describes the ability of an Incident Command structure to expand and contract efficiently as needed by the incident scope or available personnel. Only positions that are required for an adequate response should be filled, and ICS sections are kept as small as possible to accomplish incident objectives and monitor progress, within effective span-of-control. The level of response necessary for a specific incident dictates how and when the organization develops, and in many instances not all sections need to be activated. Only in the largest and most complex operations would the full ICS organization be staffed.[edit] Span-of-controlSpan-of-control is the most fundamentally important management principle of ICS. It applies to the management of individual responsibilities and response resources. The objective is to limit the number of responsibilities being handled by, and the number of resources reporting directly to, an individual. ICS considers that any single person's span of control should be between three and seven, with five being ideal. In other words, one manager should have no more than seven people working under them at any given time.When span-of-control problems arise around an individual's ability to address responsibilities, they can be addressed by expanding the organization in a modular fashion. This can be accomplished in a variety of ways. An Incident Commander can delegate responsibilities to a deputy and/or activate members of the Command Staff. Members of the Command Staff can delegate responsibilities to Assistants, etc.There may be exceptions, usually in lower-risk assignments or where resources work in close proximity to each other.�[edit] CoordinationCoordination on any incident or event is possible and effective due to the implementation of the following concepts:[edit] Incident Action PlanIncident Action Plans include the measurable strategic operations to be achieved and are prepared around a time frame called an Operational Period. Incident Action Plans may be verbal or written (except for hazardous material incidents where it has to be written), and are prepared by the Planning Section. The IAP insures that everyone is working in concert toward the same goals set for that operational period. The purpose of this plan is to provide all incident supervisory personnel with direction for actions to be implemented during the operational period identified in the plan. Incident Action Plans provide a coherent means of communicating the overall incident objectives in the context of both operational and support activities. The consolidated IAP is a very important component of the ICS that reduces freelancing and ensures a coordinated response. At the simplest level, all Incident Action Plans must have four elements: What do we want to do? Who is responsible for doing it? How do we communicate with each other? What is the procedure if someone is injured? [edit] Comprehensive Resource ManagementComprehensive Resource Management is a key management principle that implies that all assets and personnel during an event need to be tracked and accounted for. It can also includes processes for reimbursement for resources, as appropriate. Resource management includes processes for:Categorizing resources. Ordering resources. Dispatching resources. Tracking resources. Recovering resources. Comprehensive Resource Management ensures that visibility is maintained over all resources so they can be moved quickly to support the preparation and response to an incident, and ensuring a graceful demobilization. It also applies to the classification of resources by type and kind, and the categorization of resources by their status.Assigned resources are those that are working on a field assignment under the direction of a supervisor. Available resources are those that are ready for deployment, but have not been assigned to a field assignment. Out-of-service resources are those that are not in either the " available" or "assigned" categories. Resources can be "out-of-service" for a variety of reasons including: resupplying after a sortie (most common), shortfall in staffing, personnel taking a rest, damaged/inoperable. [edit] Integrated CommunicationsThe use of a common communications plan is essential for ensuring that responders can communicate with one another during an incident. Communication equipment, procedures, and systems must operate across jurisdictions (interoperability). Developing an integrated voice and data communications system, including equipment, systems, and protocols, must occur prior to an incident.Effective ICS communications include three elements:Modes: The "hardware" systems that transfer information. Planning: Planning for the use of all available communications resources. Networks: The procedures and processes for transferring information internally and externally. [edit] Composition[edit] Incident CommanderSingle Incident Commander - Most incidents involve a single Incident Commander. In these incidents a single person commands the incident response and is the decision-making final authority. Unified Command - A Unified Command is used on larger incidents usually when multiple agencies are involved. A Unified Command typically includes a command representative from major involved agencies and one from that group to act as the spokesman, though not designated as an Incident Commander. A Unified Command acts as a single entity. Area Command - During multiple-incident situations, an Area Command may be established to provide for Incident Commanders at separate locations. Generally, an Area Commander will be assigned - a single person - and the Area Command will operate as a logistical and administrative support. Area Commands usually do not include an Operations function. [edit] Command StaffSafety Officer - The Safety Officer monitors safety conditions and develops measures for assuring the safety of all assigned personnel. Public Information Officer - The Public Information Officer serves as the conduit for information to internal and external stakeholders, including the media or other organizations seeking information directly from the incident or event. Liaison - A Liaison serves as the primary contact for supporting agencies assisting at an incident. Chaplain. While not a part of the federally-standardized ICS structure, some organizations, such as Civil Air Patrol - usually due to their mission needs - add the command staff position of Chaplain. [edit] General StaffOperations Section Chief - The Operations Section Chief is tasked with directing all actions to meet the incident objectives. Planning Section Chief - The Planning Section Chief is tasked with the collection and display of incident information, primarily consisting of the status of all resources and overall status of the incident. Finance/Administration Section Chief - The Finance/Admin. Section Chief is tasked with tracking incident related costs, personnel records, requisitions, and administrating procurement contracts required by Logistics. Logistics Section Chief - The Logistics Section Chief is tasked with providing all resources, services, and support required by the incident. [edit] 200-Level ICSAt the ICS 200 level, the function of Information and Intelligence is added to the standard ICS staff as an option. This role is unique in ICS as it can be arranged in multiple ways based on the judgment of the Incident Commander and needs of the incident. The three possible arrangements are:Information & Intelligence Officer, a position on the command staff. Information & Intelligence Section, a section headed by an Information & Intelligence Section Chief, a General Staff position. Information & Intelligence Branch, headed by an Information & Intelligence Branch Director, this branch is a part of the Planning Section. [edit] 400-Level ICSAt the ICS 400 level, advanced arrangements are trained for use on exceptionally large or complex incidents. Some of these options include the following:Dual Operations Section Chiefs. Dual Logistics Section Chiefs. �[edit] Design  ICS basic organization chart[edit] PersonnelICS is organized by levels, with the supervisor of each level holding a unique title (e.g. only a person in charge of a Section is labeled "Chief"; a "Director" is exclusively the person in charge of a Branch). Levels (supervising person's title) are:Incident Commander Section (Chief) Branch (Director) Division (Supervisor) - A Division is a unit arranged by geography, along jurisdictional lines if necessary, and not based on the makeup of the resources within the Division. Group (Supervisor) - A Group is a unit arranged for a purpose, along agency lines if necessary, or based on the makeup of the resources within the Group. Unit, Team, or Force (Leader) - Such as "Communications Unit," "Medical Strike Team," or a "Reconnaissance Task Force." A Strike Team is composed of same resources (four ambulances, for instance) while a Task Force is composed of different types of resources (one ambulance, two fire trucks, and a police car, for instance). Individual Resource. This is the smallest level within ICS and usually refers to a single person or piece of equipment. It can refer to a piece of equipment and operator, and less often to multiple people working together. [edit] FacilitiesICS uses a standard set of facility nomenclature. ICS facilities include: Pre-Designated Incident Facilities: Response operations can form a complex structure that must be held together by response personnel working at different and often widely separate incident facilities. These facilities can include:Incident Command Post (ICP): The ICP is the location where the Incident Commander operates during response operations. There is only one ICP for each incident or event, but it may change locations during the event. Every incident or event must have some form of an Incident Command Post. The ICP may be located in a vehicle, trailer, tent, or within a building. The ICP will be positioned outside of the present and potential hazard zone but close enough to the incident to maintain command. The ICP will be designated by the name of the incident, e.g., Trail Creek ICP. Staging Area: Can be a location at or near an incident scene where tactical response resources are stored while they await assignment. Resources in staging area are under the control of the Logistics Section and are always in available status. Staging Areas should be located close enough to the incident for a timely response, but far enough away to be out of the immediate impact zone. There may be more than one Staging Area at an incident. Staging Areas can be collocated with the ICP, Bases, Camps, Helibases, or Helispots. A Base is the location from which primary logistics and administrative functions are coordinated and administered. The Base may be collocated with the Incident Command Post. There is only one Base per incident, and it is designated by the incident name. The Base is established and managed by the Logistics Section. The resources in the Base are always out-of-service. Camps: Locations, often temporary, within the general incident area that are equipped and staffed to provide sleeping, food, water, sanitation, and other services to response personnel that are too far away to use base facilities. Other resources may also be kept at a camp to support incident operations if a Base is not accessible to all resources. Camps are designated by geographic location or number. Multiple Camps may be used, but not all incidents will have Camps. A Helibase is the location from which helicopter-centered air operations are conducted. Helibases are generally used on a more long-term basis and include such services as fueling and maintenance. The Helibase is usually designated by the name of the incident, e.g. Trail Creek Helibase. Helispots are more temporary locations at the incident, where helicopters can safely land and take off. Multiple Helispots may be used. Each facility has unique location, space, equipment, materials, and supplies requirements that are often difficult to address, particularly at the outset of response operations. For this reason, responders should identify, pre-designate and pre-plan the layout of these facilities, whenever possible.�On large or multi-level incidents, higher-level support facilities may be activated. These could include:Joint Information Center (JIC): Emergency Coordination Center (ECC): Multiple Agency Coordination Center (MACC): Also known as an Emergency Operations Center, the MACC is a central command and control facility responsible for the strategic, or "big picture" of the disaster. Personnel within the MACC use Multi-agency Coordination to guide their operations. The MACC coordinates activities between multiple agencies and does not normally directly control field assets, but makes strategic decisions and leaves tactical decisions to individual agencies. The common functions of all EOC's is to collect, gather and analyze data; make decisions that protect life and property, maintain continuity of the government or corporation, within the scope of applicable laws; and disseminate those decisions to all concerned agencies and individuals. [edit] EquipmentICS uses a standard set of equipment nomenclature. ICS equipment include:Tanker - This is an aircraft that carries fuel (Fuel Tanker) or water (Water Tanker). Tender - Like a tanker, but a ground vehicle, also carrying fuel (Fuel Tender) or water (Water Tender). [edit] Type & KindThe "type" of resource describes the size or capability of a resource. For instance, a 50 kW (for a generator) or a 3-ton (for a truck). Types are designed to be categorized as "Type 1" through "Type 5" formally, but in live incidents more specific information may be used.The "kind" of resource describes what the resource is. For instance, generator or a truck. The "type" of resource describes a performance capability for a kind of resource for instance,In both type and kind, the objective must be included in the resource request. This is done to widen the potential recourse response. As an example, a resource request for a small aircraft for arial reconnaissance of a search and rescue scene may be satisfied by a National Guard OH-58 Kiowa helicopter (Type & Kind: Rotary-wing aircraft, Type II/III) or by a Civil Air Patrol Cessna 182 (Type & Kind: Fixed-wing aircraft, Type I). In this example, requesting only a fixed-wing or a rotary-wing, or requesting by type may prevent the other resource's availability from being known.[edit] Command transferA role of responsibility can be transferred during an incident for several reasons: As the incident grows a more qualified person is required to take over as Incident Commander to handle the ever-growing needs of the incident, or in reverse where as an incident reduces in size command can be passed down to a less qualified person (but still qualified to run the now-smaller incident) to free up highly-qualified resources for other tasks or incidents. Other reasons to transfer command include jurisdictional change if the incident moves locations or area of responsibility, or normal turnover of personnel due to extended incidents. The transfer of command process always includes a transfer of command briefing, which may be oral, written, or a combination of both.�[edit] See alsoNational Response Plan National Incident Management System Civil Air Patrol Search and Rescue Federal Emergency Management Agency Incident Management Team Gold Silver Bronze command structure �[edit] References[edit] Training resource materialFEMA ICS 100-200 courses (available online) FEMA ICS 300-400 courses (available resident) FEMA E-449 course (Train-the-Trainer ICS 100-400) (available resident) FEMA Emergency Management Institute (classes, materials) [edit] Media resource materialKATU (ABC) "Getting found within 51 hours is key, study finds" ICS Glossary from US Dept. of Transportation [edit] External linksFederal Emergency Management National Incident Management System UN Wildfire Working Group report recommending use of ICS FEMA Incident Command Resource Center Incident Commander Crisis Training Simulation Software Retrieved from "http://en.wikipedia.org/wiki/Incident_Command_System#Unity_of_Command"



ICS Compliance

• Joint Commission (TJC)
– Joint Commission Hospital Accreditation Standards

• National Fire Protection Association (NFPA)

Presenter
Presentation Notes
While all agencies/entities on the slide require a command structure, they don’t require ICS per se.  But, rather, most entities traditionally have chosen ICS because it was the original system and it works well.  The other systems that are going to be discussed in this lecture have their origins in ICS and are meant to augment it.(Details for each group enter on click)The Joint Commission on Accreditation of Healthcare Organizations calls for “An ‘all hazards’ command structure within the hospital that links with the community’s command structure.”The National Fire Protection Association has developed a performance standard that identifies the minimum requirements for an incident management system to be used by emergency services to manage emergency incidents.�The Commission on Accreditation of Law Enforcement Agencies includes incident management requirements for agencies seeking accreditation through that organization.



Specific ICS Compliance

The Department of Homeland Security required full NIMS 
implementation to be completed by September 30, 2006. 
Some of the major aspects of NIMS are:
 Institutionalize the use of the Incident Command System 

(ICS).  
 Local governments must use ICS for the entire response 

system under their jurisdiction. 
 Institutionalization is the process that encompasses ICS 

training, exercising, and everyday utilization on all hazards; 



Specific ICS Compliance

• Incident Command System (ICS):
– Manage all emergency incidents and preplanned 

(recurring/special) events in accordance with ICS 
organizational structures, doctrine, and 
procedures, as defined in NIMS.  

– ICS implementation must include the consistent 
application of Incident Action Planning and 
Common Communications Plans.
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Modular 
organization

Pre-designated 
Incident 
Facilities

Accountability
And

Mobilization

ICS Key Components

Chain/Unity
Of

Command

Integrated
Communications

Management
Of

Objectives
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(Assembles on click)an ICS should incorporate: Common Terminology Modular Organization Management by Objectives Incident Action Plan (IAP) Chain of Command and Unity of Command Unified Command Knowledge Review Span of Control Pre-designated Incident Facilities Resource Management Information & Intelligence Management Integrated Communications Transfer of Command Accountability and MobilizationMany of these are also key to enabling accountability, an essential feature of ICS operations and management. There are other characteristics or features of ICS management that we will discuss in this context-- the next slides look at each of these in more detail.



ICS Function
• ICS is…

– A means to facilitate the 
rapid melding of various 
organizations into a 
common structure

– For all entities
– For all types and kinds of 

incidents
– Complimentary to 

management principles

• ICS is NOT…
– A means to gain control 

over others
– Only for the government
– Restricted to large 

incidents
– A competitor of usual 

chains of command



ICS Challenges

• Lack of pre-defined methods to integrate ICS 
and interagency requirements into the 
planning process and incident management 
structure

• Lack of planning pertaining to recovery -
demobilization, rehabilitation, and a return to 
normalcy 

Presenter
Presentation Notes
These challenges have been recognized and that’s why further refinements / additional command structure courses have been developed…i.e., NIMS, HICS…



ICS Terminology

 Incident Commander (IC):
 Has overall responsibility at the incident or event 
 Sets incident objectives

Command Staff:
 Leaders in safety and protection, liaison between 

different agencies, and management of public information 
General Staff:
 Handlers of Operations, Logistics, Planning, and Finance 

and Administration

Presenter
Presentation Notes
Each level appears on click.GRAPHIC on next slide depicts this organizationICS organizational structure develops from the top down at any incident. “Top-down” means that, at the very least, the Command function is established. The first-arriving officer is designated the Incident Commander (IC) and starts organizing the incident. As the incident’s management needs dictate, additional responsibilities in other functional areas may be assigned below the IC. The ICS organizational structure may include five functional areas:	Command: Responsible for overall command of the incident. May include Command Staff positions responsible for:		Safety		Liaison		Information	Operations: Responsible for all tactical operations at the incident.	Planning: Responsible for collection, evaluation, dissemination, and use of information about incident development and the status of resources.	Logistics: Responsible for providing facilities, services, and materials for the incident.	Finance/Administration: Responsible for all costs and financial considerations of the incident.A modular organization can shrink or expand depending on the magnitude of the incident or operational necessity. The specific ICS organizational structure for any incident is based on the management needs of the incident. 



ICS Command Staff and General Staff

Presenter
Presentation Notes
Each of these will be discussed in the ensuing slides in more detail



ICS Structure
 As incidents become more complex, the IC 

can expand the system to meet operational 
needs.
 As incidents become resolved, the system 

can contract accordingly.

Presenter
Presentation Notes
It is designed so that each section leader will have a finite and manageable number of subordinates.



ICS - Incident Command (IC)

 In a hospital setting, the facility director or CEO is 
known as the Agency Executive
 Authority from this position is delegated to the IC

While not all ICS positions are required to be filled, 
the IC position is always staffed.



Roles and Responsibilities of the 
Incident Commander (IC)

• Roles
– Provide overall 

leadership for incident 
response

– Manage incident 
objectives

– Delegate authority to 
others

– Take general direction 
from the agency 
executive

• Responsibilities
– Ensure safety of the incident
– Provide information services 

to internal and external 
stakeholders

– Establish and maintain liaison 
with other organizations 
involved with a given incident

Presenter
Presentation Notes
Please note that the first person to respond the event becomes the initial IC.  He or she will turn over the responsibility to the next more senior person when he or she responds. Eventually, the IC title resides with the true, and most senior, IC.  It is important to note that sometimes the IC is not the Chief, or the “head guy or gal”.  Sometimes, it’s the #2…freeing up #1 to have a more birds eye view, to interact politically, and do other necessary senior administrative tasks/communications.



ICS Command Staff

 Designated by the IC:
 Public Information Officer (PIO)
 Safety Officer
 Liaison Officer

Presenter
Presentation Notes
We’ll look first at the command staff.This is a review of the previous slides…The PIO is responsible for:Advising the IC regarding information dissemination and media-related issuesObtaining information from and providing information to:Planning SectionCommunityMediaThe Safety Officer is responsible for:Advising the IC regarding issues pertinent to incident safetyWorking with Operations to ensure safety of field personnelEnsuring safety of all incident personnelThe Liaison Officer is responsible for:Assists the IC by acting as the point of contact for agency/ organizational representatives who are helping to support the operationProvides briefings to and answers questions from supporting organizations and agencies



ICS General Staff
• Incident Command (IC +/- Command Staff):

– Finance/Administration: Provides accounting, procurement, 
time recording, and cost analyses

– Logistics: Provides support, resources, and other needs 
required for operational objectives 

– Operations: Conducts tactical operations and directs all 
tactical resources 

– Planning: Prepares and documents the Incident Action Plan 
(IAP), collects and evaluates information, maintains resources 
status and documentation F L O P

Presenter
Presentation Notes
Each level appears on click.ICS organizational structure develops from the top down at any incident. “Top-down” means that, at the very least, the Command function is established. The first-arriving officer is designated the Incident Commander (IC) and starts organizing the incident. As the incident’s management needs dictate, additional responsibilities in other functional areas may be assigned below the IC. The ICS organizational structure may include five functional areas:	Command: Responsible for overall command of the incident. May include Command Staff positions responsible for:		Safety		Liaison		Information	Operations: Responsible for all tactical operations at the incident.	Planning: Responsible for collection, evaluation, dissemination, and use of information about incident development and the status of resources.	Logistics: Responsible for providing facilities, services, and materials for the incident.	Finance/Administration: Responsible for all costs and financial considerations of the incident.A modular organization can shrink or expand depending on the magnitude of the incident or operational necessity. The specific ICS organizational structure for any incident is based on the management needs of the incident. 



Unified Command

• The Unified Command 
organization consists of 
the Incident 
Commanders from the 
various jurisdictions or 
organizations operating 
together to form a 
single command 
structure. 

Fire & 
Rescue 
Incident 

Commander

Local Law 
Enforcement 

Incident 
Commander

HazMat
Incident

Commander



Unified Command Benefits

– A shared understanding of priorities 
and restrictions.

– A single set of incident objectives.
– Collaborative strategies.
– Improved internal and external 

information flow.
– Less duplication of efforts.
– Better resource utilization. 



Unified Command Features
– A single integrated incident 

organization
– Co-located (shared) facilities
– One set of incident objectives, 

single planning process, and 
Incident Action Plan

– Integrated General Staff – Only 
one Operations Section

– Coordinated process for resource 
ordering



Possible Organization
Unified Command

HazMat Incident Law Enforcement Public Works
Commander               Incident Commander Incident Commander

Unified Incident Objectives

Operations 
Section Chief

Planning 
Section Chief

Logistics 
Section Chief

Finance/ 
Administration 
Section Chief

Safety Officer
Public 

Information 
Officer

Liaison Officer Med/Tech 
Specialist



Carbon County COVID-19 IMT
Unified Command

Carbon County DES
Carbon County Public Health

Operations
RLFR

Planning
RLFR

Logistics
Finance/Admin

CC

Joint Information 
Center

CC, BBC, RLFR

Liaison Officer
Sanitarian, PHRN

Med/Tech Specialist
PHO

Policy Group
County Commissioners, 

PHO, PHRN, PHEP, 
Sanitarian

Agency Reps
County Commissioners, 

BBC, RiverStone, 
SCLHS



Carbon County COVID-19 IMT
Operations Section Chief

RLFR

Public Health Group
PHRN

Quarantine & Isolation 
Support Group

RLFR

Quarantine & Isolation 
Support Group

RLFR

Volunteer Group
CC DES

Recovery Group Emergency Transport 
Group



Making Unified Command Work
– Include key community 

response personnel.
– Make sure that first 

responders know their 
legal and ethical 
responsibilities.

– Learn ICS.
– Train and exercise 

together.



Incident Command System (ICS)

Questions?



National Incident Management System (NIMS)

Presenter
Presentation Notes
Though the ICS is good, it does have limitations…NIMS is a national program that augments and standardizes nationwide incident response



NIMS

• All agencies that receive federal emergency 
preparedness funding must be NIMS 
compliant

Presenter
Presentation Notes
WELCOME to the National Integration Center (NIC) Incident Management Systems Integration DivisionNational Incident Management System While most emergency situations are handled locally, when there's a major incident help may be needed from other jurisdictions, the state and the federal government. NIMS was developed so responders from different jurisdictions and disciplines can work together better to respond to natural disasters and emergencies, including acts of terrorism. NIMS benefits include a unified approach to incident management; standard command and management structures; and emphasis on preparedness, mutual aid and resource management.The National Integration Center (NIC) Incident Management Systems Integration DivisionThe National Integration Center (NIC) Incident Management Systems Integration Division was established by the Secretary of Homeland Security to provide "strategic direction for and oversight of the National Incident Management System (NIMS)... supporting both routine maintenance and the continuous refinement of the system and its components over the long term." The Center oversees all aspects of NIMS including the development of compliance criteria and implementation activities at federal, state and local levels. It provides guidance and support to jurisdictions and incident management and responder organizations as they adopt the system.The Center is a multidisciplinary entity made up of federal stakeholders and over time, it will include representatives of state, local and tribal incident management and responder organizations. It is situated within the Department of Homeland Security's Federal Emergency Management Agency.NIMS Document final comment period, May 1 - May 30NIMS will undergo one final national comment period (May 1- May 30, 2008). All comment submissions received must include the agency name and docket ID (FEMA-2008-0008).FEMA has also provided a comment form, available in the docket at www.regulations.gov. Due to the large number of comments that are expected, FEMA asks that comments be submitted using this form.  Regardless of the method used for submitting comments or material, all submissions will be posted, without change, to the Federal eRulemaking Portal at www.regulations.gov, and will include any personal information you provide. Therefore, submitting this information makes it public. You may wish to read the Privacy Act notice that is available on the Privacy and Use Notice link on the Administration Navigation Bar of www.regulations.gov.Questions regarding the revised NIMS document should be directed to FEMA-NIMS@dhs.gov or 202-646-3850.FROM: http://www.fema.gov/emergency/nims/



NIMS: Standardizing Incident Management

 Facilitates a national standardization for 
incident management

 Allows for effective and efficient mitigation, 
preparedness, response, and recovery from 
incidents of any kind

 Incorporates private industry as well as 
federal, state, tribal, and local governments 
and agencies

Presenter
Presentation Notes
Standards & TechnologyThe Department of Homeland Security (DHS) created the National Incident Management System (NIMS) as required under Homeland Security Presidential Directive (HSPD)-5.  NIMS provides the framework for organizations to work together to prepare for, protect against, respond to, and recover from the entire spectrum of all-hazard events.The National Integration Center (NIC) Incident Management Systems Division (IMSD) unit leads the effort to establish and implement NIMS nationwide.  NIMS is a framework that provides guidelines and principals to first responders in effort to achieve a single nationwide system for managing incidents.One of the primary responsibilities of IMSD is to identify guidelines, protocols and standards that will help emergency responders and managers from all levels of government organize effective responses to emergency incidents and hazards, natural disasters and terrorism. As such, IMSD adds depth to NIMS by reviewing and adopting existing consensus standards related to incident management for voluntary adoption and implementation at the state and local level in support of NIMS.  IMSD works with the standards community (i.e., Standard Development Organizations (SDO's), DHS Science & Technology Directorate, National Institute of Science and Technology, etc.) to facilitate, encourage, recommend, and help amend existing standards to be NIMS compliant.FROM: http://www.fema.gov/emergency/nims/standards.shtmNIMS StandardsA fundamental responsibility of IMSD is to adopt existing standards that are consistent with NIMS doctrine and recommend those standards for voluntary adoption to state and local jurisdictions as guidance in fully implementing NIMS.  IMSD's standard review process is conducted by a multi-disciplinary field-based Practitioner Working Group (PWG) and Technical Working Group (TWG) to ensure the adopted NIMS standards are relevant, implementable, and useful in implementing NIMS.  Results of the PWG and TWG review processes are captured in the NIMS Recommended Standard List (RSL).  By adopting these voluntary consensus standards and recommending their adoption by state and local governments, IMSD provides guidance and direction to first responders by further defining NIMS and providing established standards to build their incident management policies and programs around.Coordination with Standard Development Organizations (SDO’s – ANSI, ASTM, OASIS, etc.), DHS S&T Office for Standards, Testing & Evaluation, and DHS S&T Office for Command, Control and Interoperability are key to IMSD success in standards and interoperability work.DHS S&T maintains a National Standard List, which is populated by standards used by and in support of DHS program offices.  As standards recommended for use in implementing NIMS are added to the NIMS RSL, they are usually submitted to S&T for consideration as DHS adopted standards.  The list of standards adopted by DHS can be found at the following website: www.dhs.gov/xfrstresp/standards/editorial_0420.shtmFROM: http://www.fema.gov/emergency/nims/nims_standards.shtmResource ManagementNIMS-oriented resource management and mutual aid enhance incident readiness and response at all levels of government through a comprehensive and integrated system that allows jurisdictions to share resources among mutual aid partners. This site is intended to provide information and resources to enhance these processes.National Emergency Responder Credentialing System (Under revision)More InformationRM FAQs Credentialing Resource Typing Mutual Aid NIMS-IRIS RM NIMS Alerts Job Aids ICS Core Competencies NIMS Guide   Last Modified: Thursday, 06-Sep-2007 15:11:11 EDTFROM: http://www.fema.gov/emergency/nims/mutual_aid.shtm



NIMS: Critical Concepts

• Standardization
– Terminology
– Concepts
– Command

• Flexibility
– Applicable to all types of incidents
– “All-hazards” capable

Presenter
Presentation Notes
Standardization and Flexibility are two seemingly contradictory concepts. However, when we look more closely, we see that standardization of terminology, concepts, and command are critical for interoperability, reducing confusion and the possibility of miscommunication between teams or agencies who may not normally work together.Flexibility means that NIMS is applicable to all incidents despite variance in incident-specific characteristics– it exemplifies an “All hazards” approach. So standardization allows people to work together as they apply their approach to any type of hazard.



NIMS Integration

 Mandated for Federal agencies
 Required for use by state, local, and non-

governmental agencies, organizations, and/or 
institutions
 $$$ - Grants and contracts dependent on 

NIMS integration

Presenter
Presentation Notes
It doesn’t replace ICS, but, rather, works with it.NIMS Training:NIMS TrainingNRF Integrated Emergency Management Course (IEMC) NIMS Five-Year Training Plan NIMS Courses Emergency Management Institute United States Fire Administration - National Fire Academy Fact Sheets and FAQs NRF Integrated Emergency Management Course (IEMC)The Integrated Emergency Management Course, offered by the Emergency Management Institute of the Federal Emergency Management Agency (FEMA), places public officials and emergency personnel in a realistic crisis situation within a structured learning environment. Early in the course, an emergency scenario begins to unfold in sequence with classroom-style lectures, discussions and small-group workshops. As the course progresses, scenario-related events of increasing complexity, threat, and pressure occur. Participants develop emergency policies, plans, and procedures to ensure an effective response. The course culminates in an emergency exercise designed to test participant knowledge, awareness, flexibility, leadership, decision-making, and interpersonal skills under extreme pressure in the EOC environment.Participants are challenged to use the new ideas, skills, and abilities in addition to their own knowledge and experience. In this way, the Integrated Emergency Management Course allows individuals to rehearse their real-life roles in a realistic emergency situation, while at the same time identifying additional planning needs.State IEMCOne Pager NRF Integrated Emergency Management Course (IEMC)- FAQs Back To TopNIMS Five-Year Training PlanA critical tool in promoting the nationwide implementation of NIMS is a well-developed training program that facilitates NIMS training throughout the nation, growing the number of adequately-trained and qualified emergency management/response personnel. Closely related to the training, core competencies will form the basis of the training courses’ learning objectives and personnel qualifications that validate proficiency. IMSI is charged with the development of NIMS core competencies, training courses, and personnel qualifications. Released in February 2008, the Five-Year NIMS Training Plan (PDF 530KB, TXT 140KB) describes the operational foundations of these efforts; defines NIMS core competencies, training courses, and personnel qualifications as part of the National Training Program for NIMS; assembles and updates the training guidance for available NIMS courses (organized as a core curriculum); and lays out a plan for the next five years to continue development of the National Training ProgramThe Five-Year NIMS Training Plan (PDF 530KB, TXT 140KB) compiles the NIC’s existing and on-going development of NIMS training and guidance for personnel qualification. Previous guidance on NIMS training has been updated and is issued as Appendices of this document. The National Training Program for NIMS will develop and maintain a common national foundation for training and qualifying emergency management/response personnel. To accomplish this, the Five-Year NIMS Training Plan describes a sequence of goals, objectives, and action items that translates the functional capabilities defined in the NIMS into positions, core competencies, training, and personnel qualifications. FROM: http://www.fema.gov/emergency/nims/nims_training.shtm



NIMS Compliance

 Hospitals
 Integrate the Objectives and the 14 Elements of 

NIMS

 Objectives
 Adoption
 Preparedness Planning
 Preparedness Training and Exercises
 Communications and Information Management
 Command and Management

Presenter
Presentation Notes
NIMS Compliance and Technical AssistanceIn 2004, the Department of Homeland Security released the National Incident Management System (NIMS) as required by Homeland Security Presidential Directive (HSPD) -Management of Domestic Incidents and HSPD-8 Preparedness. HSPD-5 established and designated the National Integration Center (NIC) Incident Management Systems Division as the lead federal entity to coordinate NIMS compliance.  Its primary function is to ensure that NIMS remains an accurate and effective management tool through refining and adapting compliance requirements to address ongoing preparedness needs.To accomplish this, the Compliance and Technical Assistance Branch relies on input from Federal, State, local, tribal, multi-discipline and private sector stakeholders to assure continuity and accuracy of ongoing implementation efforts. In this collaborative role, the NIC has worked with these partners to refine and implement improvements to NIMS, including the development of performance measurement systems for State, territorial, tribal, and local governments, based on lessons learned and best practices from across the nation.Fiscal Years2008200720062005StakeholdersFederal Departments and Agencies States and Territories Tribal Entities Local Governments and Jurisdictions Nongovernmental and Private Sector More Compliance InformationFY2008 NIMS Compliance Objectives Chart NIMS Five-Year Training Plan National Incident Management System Compliance Assistance Support Tool (NIMSCAST). Compliance Fact Sheets Grants Information NIMS Guide Compliance FAQs NIMS Implementation Tips Last Modified: Thursday, 20-Mar-2008 17:07:39 EDTFROM:http://www.fema.gov/emergency/nims/nims_compliance.shtm 



Becoming NIMS Compliant

Adoption

1. Adopt NIMS throughout healthcare
organizations

2. Ensure Federal Preparedness awards support 
NIMS Implementation



Becoming NIMS Compliant

Preparedness Planning

3. Revise and update the EOP, SOP, and 
include the National Response Framework

4. Participate in interagency mutual aid
and/or assistance agreements

Presenter
Presentation Notes
TAKE NOTE: NIMS is NOT ICS!!!! NIMS also includes preparedness planning, training, and exercises, whereas ICS is used during an event. 



Becoming NIMS Compliant
Preparedness Training and Exercises

5. Identify the proper personnel to complete
ICS-100, ICS-200 & IS-700

6. Identify the appropriate personnel to
complete IS-800

7. Promote NIMS concepts and principles
into all training and exercises

Presenter
Presentation Notes
MACInclude contact information for all local emergency preparedness personnel (i.e. EMA, PH, city/county government, local fire and police, utility companies, etc) in each facility's All-hazards plan.



Becoming NIMS Compliant
Communications & Information Management

8. Promote and ensure that equipment, 
communication, and data interoperability are 
implemented throughout the organization

9. Apply common and consistent terminology as 
promoted in NIMS

10. Utilize systems, tools, and processes that 
collect & distribute data during an incident or 
event

Presenter
Presentation Notes
MACInclude contact information for all local emergency preparedness personnel (i.e. EMA, PH, city/county government, local fire and police, utility companies, etc) in each facility's All-hazards plan.



Becoming NIMS Compliant
Command and Management 

11. Manage all events in accordance with
the ICS organizational structures as defined
by NIMS

12. ICS implementation must include the 
application of Incident Action Planning (IAP)
and common communication plans



Becoming NIMS Compliant
Command and Management, cont.

13. Adopt the principle of Public Information, 
facilitated by the use of the Joint Information 
System (JIS) and Joint Information Center (JIC) 
during an event

14. Ensure that public information procedures 
and processes gather, verify, coordinate and 
disseminate information during an incident or 
event



NIMS Review: What is NIMS?
The National Incident Management System 

serves as a means to: 
• Standardize the nation’s command and 

management structure at all levels
• Promote a unified approach
• Emphasize preparedness

…thus facilitating interoperability, 
communication, and other factors to assure 
an effective and efficient management 
process.

Presenter
Presentation Notes
Reiterate that this section is just a broad overview…Remind students that they will need to take NIMS 700 and 800 online to advance in the CHEC levels.



National Incident Management 
System

Questions?



• The Hospital Incident Command System (HICS) 
is analogous to the Incident Command System 
(ICS) regarding to purpose, application, 
components, principles, functions, and 
structures

Presenter
Presentation Notes
However, HICS is healthcare-specific, thus it is tailored to the special needs of hospitals and healthcare facilities.



History of HICS
• 1987 – Hospital Council of Northern California adapts 

FIRESCOPE ICS to hospitals

• 1991 – Hospital Emergency Incident Command System 
(HEICS) I first released

• 1993 – HEICS II released

• 1998 – HEICS III released

• 2006 – Project to revise HEICS, developing version IV 
creates the NIMS-compliant HICS

• 2014 – Updated HICS IV

• 2016 – Updated to HICS 



HICS- Guidebook



Valuable Resources found in HICS

• Drill/Exercise Scenarios
– Homeland Security
– Hospital Specific

• Incident Planning Guides (IPG)
• Incident Response Guides (IRG)
• Job Action Sheets (JAS)

– Subdivided into five sections

• HICS Forms/checklists
• Training Materials
• Lists for critical positions

– IC
– Section Chiefs
– Branch Directors
– Tech/specialists
– Unit Leaders
– Officers
– Managers

Presenter
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The job action sheets are subdivided into 5 sections:ImmediateIntermediateExtendedDemobilization/System RecoveryDocuments/tools



Basic Structure of HICS

Command 
Staff

Section Chiefs - General Staff

SAFETY
OFFICER

INFORMATION
OFFICER

MED/TECH
SPECIALIST

OPERATIONS
SECTION

LOGISTICS
SECTION

FINANCE
SECTION

INCIDENT
COMMANDER

LIAISON
OFFICER

PLANNING
SECTION
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Use this slide to provide comparison with ICS



HICS Command Staff

Commander

PlO Liaison

“Talker” “Consultant”

I obtain and 
share approved 
information with 

the media

I coordinate with 
external agencies 

supporting the 
operations

“Coordinator”

I ensure safety of staff, 
patients, and visitors, and 

monitor and correct 
hazardous conditions

Depending upon 
need, I serve as an 
in-house consultant 
to the  Commander

“Enforcer”

Safety Med/Tech
Specialist



HICS General Staff

Commander

Planning Logistics FinanceOperations

“Thinkers” “Doers” “Getters” “Payers”

I collect, track, 
document, plan, and 
manage information 

and resources

I oversee the tactical 
execution of incident  
goals and objectives

I assure hospital personnel are fed, have 
communications, medical support, and 
transportation resources to meet the 

operational objectives

I am responsible for 
tracking and approving 

expenditures, claims, and 
costs 



HICS Operations Section 

 Manages: 
 Medical operations needed to carry out the tactical plan
 Patient care resources

 Ensures: 
 Business continuity
 Facility and personnel protection - security
 Infrastructure operations
 Patient decontamination



HICS Planning Section

• Collects and evaluates information
• Maintains resource status
• Prepares the IAP
• Maintains documentation
• Facilitates demobilization plan



HICS Logistics Section

• Provides support/service to operations
• Manages internal and external resources
• Utilizes standard and emergency requisition 

protocols
• Cooperates with local EOC, Public Health, and 

Hospitals as needed
• Serves internal clients only



HICS Finance/Administration 
Section

• Manages all costs related to the incident
• Provides accurate accounting, procurement, 

and time recording
• Manages and accounts for claims and cost 

analyses



HICS Summary

• HICS is 
–ICS
–NIMS compliant
–“All hazard”

–Hospital and healthcare specific



HICS

Questions?



The CMS Emergency Preparedness 
Final Rule

42 CFR 482.15



The Basics
• Draft rule first published in the Federal Register 

on December 27, 2013
• Final Rule published in the Federal Register on 

September 16, 2016  (pg. 64,028)

• Became “Surveyable” on November 16, 2017 
– (Lisa Parker, Director of Institutional Quality Standards, Center 

for Clinical Standards and Quality, CMS)

• Applies to 17 Medicare and Medicaid providers 
and suppliers



The 17 Provider/Supplier Types
 Hospitals
 Religious Nonmedical Healthcare 

Institutions (RNHCI’s)
 Ambulatory Surgical Centers (ASC’s)
 Hospices
 Psychiatric Residential Treatment 

Facilities (PRTF’s)
 All-Inclusive Care for the Elderly (PACE)
 Transplant Centers
 Long Term Care Facilities (LTC)
 Intermediate Care Facilities for 

Individuals with Intellectual Disabilities 
(ICF/IID)

 Home Health Agencies (HHA’s)
 Critical Access Hospitals (CAH’s)

 Comprehensive Outpatient 
Rehabilitation Facilities (CORF’s)

 Clinics, Rehabilitation Agencies, & 
Public Health Agencies as Providers 
of Outpatient Physical Therapy & 
Speech-Language Pathology Services

 Community Mental Health Centers 
(CMHC’s)

 Organ Procurement Organizations 
(OPO’s)

 Rural Health Clinics (RHC’s) & 
Federally Qualified Health Centers 
FQHC’s)

 End Stage Renal Disease (ESRD) 
Facilities

Presenter
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Anyone know (or realize) which provider type is missing????



Good Rules of Thumb
• Do you already have to comply with other 

Conditions of Participation (e.g.: life safety, EOC, 
governing body, medication management, medical 
records?

• Do you participate as a facility in Medicare? That is, 
do you seek out Medicare beneficiaries as clients 
and accept Medicare payment?

• If so, it is highly likely this rule applies to your 
organization.



Four Provisions For All Provider Types

Risk Assessment & Planning Policies & Procedures

Communications Plan Training & Testing

Emergency 
Preparedness 

Program

EM.01.01.01, EP’s 5 & 6EM.01.01.01, EP:2

EM.02.02.01 EM.03.01.03



Risk Assessment & Planning
• Perform risk assessment using an “all-hazards” 

approach that focuses on capacities and capabilities
– Consider care-related emergencies
– Equipment and power failures
– Interruptions in communications, including cyber attacks
– Loss of all/portion of facilities and/or supplies

• Develop an emergency plan based on a risk 
assessment

• Plan must be reviewed and updated annually.



Policies & Procedures

• Develop and implement policies and procedures 
based on the emergency plan and risk 
assessment.

• Policies and procedures must address a range of 
issues including subsistence needs, evacuation 
plans, procedures for sheltering in place, tracking 
patients and staff during an emergency. 

• Policies and procedures must be reviewed and 
updated at least annually.



Communications Plan

• Develop a communications plan that complies with 
both federal and state laws.

• Systems should be included to connect staff, 
patients, doctors, and others 

• Coordinate patient care within the facility, across 
healthcare providers, and with state and local 
public health departments and emergency 
management agencies.

Presenter
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ICS 258 Form is helpful in developing your Comm Plan.It provides a template to populate with critical contact information.



Training and Testing Program

• Develop and maintain training and testing 
programs, including initial training in policies 
and procedures.

• Demonstrate knowledge of emergency 
procedures and provide training at least 
annually

• Update emergency plan at least annually
• Exercises required to test the emergency plan

Presenter
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Exercises bullet expanded on the next slide. 



The Exercise Requirements

• One community based full scale exercise
• A second exercise of the provider’s choice.

– It appears at this writing that CMS will accept a tabletop
for the second exercise

• An actual emergency that activates the 
Emergency Operations Plan will exempt the 
provider from the FSE for one year.



CMS’ Definition of “Full Scale Exercise”

• The simulation of an anticipated response to an 
emergency involving actual operations and the 
community. This would involve the creation of 
scenarios, the engagement and education of 
personnel, and mock victims/patients. It would also 
involve participation from other providers, suppliers, 
and community emergency response agencies. 

--(Ronisha Blackstone, Emergency Preparedness Team, Center for Clinical Standards and Quality, CMS)



CMS’ Definition of “Full Scale Exercise”

• CMS does reference the U.S. Department of 
Homeland Security definition of a Full-Scale 
Exercise:
– A multi-agency, multi-jurisdictional, multi-discipline 

exercise that involves both functional and “boots on the 
ground” responses.



FSE Exception

• If a community-based exercise is not feasible, 
the requirement does allow providers to 
conduct a testing exercise that is based on 
the individual facility.
--(Ronisha Blackstone, Emergency Preparedness Team, Center for 
Clinical Standards and Quality, CMS)



Emergency and Standby Power Systems

• Specific requirements for hospitals, critical access 
hospitals, & long-term care facilities.

• Generators must be located in accordance with the 
Healthcare Facilities Code (NFPA 110) and the Life 
Safety Code.

• Testing, inspection, and maintenance must comply 
with the Healthcare Facilities Code (NFPA 110) and the 
Life Safety Code.

• Maintain sufficient fuel to sustain power during an 
emergency.



Healthcare Systems
• A health care system consisting of multiple separately 

certified health care facilities may elect to have one 
unified and integrated emergency preparedness 
program across the system.

• The integrated emergency plan and policies and 
procedures must be developed in a manner that takes 
into account each separately certified facility’s unique 
circumstances, patient populations, and services 
offered.
– In addition, a risk assessment must be conducted for each 

separately certified facility in the system. 
– Each separately certified facility must meet the Conditions of 

Participation on its own.



Resources
The Final Rule:
https://www.regulations.gov/document?D=CMS-2013-0269-0377

CMS Video Presentation:
https://www.youtube.com/watch?v=GcPdvw4nZuU&feature=youtu.be

Transcript:
https://www.cms.gov/Outreach-and-
Education/Outreach/NPC/Downloads/2016-10-05-emergency-
preparedness-transcript.pdf

CMS/TJC Crosswalk
http://www.hanys.org/

https://www.regulations.gov/document?D=CMS-2013-0269-0377
https://www.youtube.com/watch?v=GcPdvw4nZuU&feature=youtu.be
https://www.cms.gov/Outreach-and-Education/Outreach/NPC/Downloads/2016-10-05-emergency-preparedness-transcript.pdf
http://www.hanys.org/


Your Hospital and Accreditation

If your hospital does not meet the 
required guidelines, it may not 
receive accreditation from their 
regulating body (i.e.-TJC, DNV), 

licensure from the state, or 
reimbursements from CMS.

Presenter
Presentation Notes
(Box appears on click)





Jason Mahoney
373 Consulting

jason@373consulting.com
www.373consulting.com

406-670-3548

For access to 
associated resources:

mailto:jason@373consulting.com
http://www.373consulting.com/
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